
 



 
 

 

  

  

 

 

  



 

ICT systems represent a significant investment of Trust/Academy resources and are vital for day 
to day administration and learning. As such, they must be protected from any form of disruption 
or loss of service. Moreover, the integrity and confidentiality of these systems must be maintained 
at a level that is appropriate for our needs. 
 

 

 

 

 

 

 

 

 

 

This ICT Security Policy relies on management and user actions to ensure all its aims are achieved. 
Consequently, owner, corporate and individual levels of responsibility for ICT security are defined 
below. 

 



 

 

 

 

 

 

 

 

 

 

 



 
 

 

 

 

 

The responsibilities referred to in the previous sections recognise the requirements of current 
legislation relating to the use of ICT systems, which comprise principally of: 

• 

• 

 

You can view these legislations on the ICO (Information Commissioner’s Office) website: 
ico.org.uk. 
Also relevant are: 

• 

• 
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https://www.ncsc.gov.uk/collection/passwords/updating-your-approach#tip5-password-collection
https://www.ncsc.gov.uk/collection/passwords/updating-your-approach#tip5-password-collection
https://www.ncsc.gov.uk/collection/passwords/updating-your-approach#tip5-password-collection
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